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1 Purpose

As the United Kingdom’s national institute for data science and artificial intelligence, The Alan Turing Institute is driving research into how digital identity systems are evolving to underpin a changing world, including their impact on people and communities, to elevate the requirements for assuring trustworthy outcomes. Biometric technologies are being embraced by lower income and developing economy countries to improve the efficiency of identification services and authentication of claims to public services and resources. This technical briefing gives an overview of various biometric systems their characteristics, applications, limitations, and strengths, examining the appropriateness of varied modalities for lower income and developing economies. It is part of a body of resources and guidance developed in consultation with governments, humanitarian organisations and the industry stakeholders that are advancing digital identity systems.

2 Executive Summary

The cost of a new biometric system is lower than the traditional document-based identity system. Many lower income and developing countries increasingly rely on biometrics as they adopt digital identification technologies, most commonly face, fingerprints, and iris recognition. These solutions are being incorporated into efforts to modernise the legal recognition of identity and public services and often ensure the inclusion of thus far undocumented segments of their population: The absence of a modern identity system is not just an issue of governance but also an economic development issue as digital and online technologies become part of the fabric of society in all corners of the world, and across all economic settings.

Here we review the varied biometric modalities that are being deployed within digital systems. We then present a list of characteristics for assessing their efficacy in achieving their purpose with trustworthy outcomes, for example to deliver consistent and accurate results that are accepted by the society they serve. We also offer a brief overview of the use of biometric technologies in developing countries highlighting considerations relevant to the characteristics and an assessment of the appropriateness of each biometric modality for this setting.

The analysis provides an opportunity to contextually assess the requirements and trade-offs of a given scenario, for example whether cost and accessibility are leading considerations, or whether the system is deployed for a low or high-security environment. Face Recognition systems, for example are widely used in many scenarios, but low performance suggests these systems should only be used combined with human inspection or other biometric systems to ensure security at important places. Further, the high-cost of several systems did not deliver better outcomes according to the characteristic set than lower-cost alternatives.
3 Biometrics in Identity systems

Identities include both static and mutable information about individuals. Identity fields can include name, home address, familial relationship, date of birth, sex, nationality, and biometric information. Identities are extended to cover digital information, for example, an individual account on social media such as Facebook or Twitter. Here we focus on the biometric information. Biometrics provide uniquely identifying information of individuals. A biometric system examines and stores this unique information, facilitating comparison with the individual to validate an identity and in some cases to authenticate access to services and resources. The modern biometric system usually relies on the [1] face, retina iris, fingerprint, hand geometry, palmprint, signature, voice, gait, and deoxyribonucleic acid. Due to the accuracy and accessibility, the face, fingerprint, iris, and signature are commonly used to facilitate enrolment in the biometric system. In addition to underpinning public and commercial services, such systems are used for enforcing criminal and immigration law, national security, and preventing fraud.

In this context, fingerprint scans of ten fingers when available for individuals is one of the most publicised biometric techniques [3]. Face recognition extracts facial features from the acquired images and compares the feature distance with the user face images [4]. Iris recognition is an individual feature extracted from human eyes [5]. Similar to iris, retinal recognition requires extracting a feature from the eyes, however the process requires scanning the blood vessels’ patterns produced by the capillaries [35].

The biometric system consists of two stages that involve the citizen: (1) enrolment and (2) authentication. For enrolment people provide their biometric which is stored for authentication. In some systems, they store the original copy of biometrics and encoded data or a template interpreting the biometric may be created to enable quick processing in the authentication stage. For authentication, there are two different cases: identification and verification. The identification answers the question ‘who are you?’ . To find a match, the provided biometric sample will compare with all samples stored in the systems as 1:N (one-to-many) matching. The verification answers the question ‘are you who you claim to be?’ . The system compares the provided biometric sample with the stored sample of the claimed identity as 1:1 (one-to-one) matching.

Different biometric systems vary in complexity, cost, capabilities, and performance, but they share several essential elements. All biometric systems capture biometrics that can be captured in public and are not sensitive to exploitation. These systems use sensors such as cameras or scanning devices to capture images, recordings, or measurements of human beings. They also rely on computing hardware and software to extract, encode, store and compare these biometrics. Due to the automation process, most biometric systems make decisions very fast, even in real-time. All have some common advantages and disadvantages. They can reduce operational costs associated with operating time or human labour costs. They can improve security due to the high-dimensional features extracted from biometrics. However, these systems are not always 100% accurate. They require integration with sensors which can introduce vulnerabilities. The environment and usage can affect the measurements.
4 Biometric Systems

In this section we provide an overview of some of the most widely used biometric systems, that may be deployed in identity systems in developing nations.

4.1 Facial Recognition System

As the most common and familiar biometric feature, face is widely used in many scenarios. Due to the rapid development of neural networks [6], facial recognition systems are mostly based on the deep learning model. The face model extracts a feature vector from the face image. The system compares the difference between the input vector with the vector extracted from the stored face images. Unfortunately, the deep learning model is still a black box, which means the parameters used for specific decisions are not visible. People recognise faces by facial traits such as nose, mouth, eyes, and the topological structure of these traits. Usually, the face recognition system consists of three parts: Face Detection, Feature Extraction, and Face Recognition. The face detection uses a bounding box technique to determines if the face exists. The feature extraction is the next step to extract the features of the face, identifying local binary patterns or landmarks. The face recognition step makes decisions for verification or identification tasks. The facial recognition system is convenient for users to understand and use. There is no physical contact. Cameras as the sensors are economical to purchase and maintain. However, the facial features will change over a lifetime. Expression, illumination, pose, and occlusion affects the recognition performance. The capture of faces is also sensitive to privacy abuse.

![Face Recognition System](source: [7])

4.2 Iris Recognition System

The iris is a circular colour piece of the human eye. The iris is unique for everyone, even for identical twins, while also being a constant through life [8]. For the same individual, the left and the right irises have different patterns. The iris cannot be changed by eye surgery or wearing glasses and contact lenses. Iris images are usually captured by infrared light. The iris recognition system works with infrared light regardless of eye colour [9]. Therefore, the iris recognition system offers a promising accurate rate. Due to the size of the eyes, the sample size is small. The iris recognition system has a low cost of storage. The sensor is a camera which means there is no physical contact with the system. Most iris recognition systems are based on machine learning methods that are explainable and tractable. However, the iris recognition system has some
disadvantages. Due to the relatively small market, the cost of the system is comparatively high. The scanning requires the users’ cooperation. Iris is not changed by eye surgery or wearing glasses and contact lenses but can be obscured. Illumination should not be visible or bright since users stare at the sensor. The sensor is sensitive to distance, if the distance is too far the algorithm cannot extract patterns from the relatively small samples. Also, the algorithm is sensitive to image quality. Some severe diseases such as diabetes may change the iris patterns. Iris capture has disadvantages including physical difficulty in acquisition, e.g. the length of time to acquire multiple images and the discomfort this may cause. The perception of intrusion and potential physical damage to the eye can also limit acceptance and application of the technology.

Fig 2: Iris recognition system Source: [10]

4.3 Retinal Recognition System

The retina is a light-sensitive tissue where light is transformed into nerve pulses sent to the visual cortex to capture images. The blood vessels in the tissue create unique patterns among people. As these patterns are not genetically determined, they are deemed to be unique [1]. Like Iris, commonly this human feature changes little during a lifetime and is difficult to alter [36]. Retinal features are exceptionally reliable. Even identical twins produce different patterns. There is no need for physical contact to extract them, and it requires user consent to produce them. Further, damaging the retina is more difficult than with other biometric sources, e.g., fingerprints. Nevertheless, this biometric presents disadvantages. There is misconception around the risks of permanent damage, which has fuelled negative opinions about the technology. Retinal features require adequate illumination environment whether it be indoors or outdoors. The technology is considered friendly as the user needs to be close to the capturing device and in certain positions, while eyewear, such as eyeglasses, may make the acquisition difficult. Some medical conditions create challenges, e.g. people with astigmatism may not produce reliable features. Compared with other technology, e.g., fingerprint, retinal biometric is significantly more costly [36]. The process for retinal biometrics is just like Iris, differing from the feature’s source only.
4.4 Hand-based Recognition Systems

There are many different systems that are based on features of, on, or within the hand. We discuss some of the most common and applicable hand-based biometric systems.

4.4.1 Fingerprint Recognition System

The fingerprint is the texture pattern of interweaved ridges and valleys present on the surface of the finger [11]. Due to the physical difference between the ridges and valleys, the ancient ink-and-paper system was used for fingerprint recognition thousands of years ago. The ink-and-paper system uses ink to record the peaks of friction ridges on the skin to a smooth surface such as paper. Modern fingerprint recognition systems replicate this technique using more sophisticated tools. The ridge patterns are different among different fingers, even for identical twins or the same person. The ridge pattern does not change during the lifetime. However, some people do not have ridges and valleys. Some diseases may change the ridge patterns [12]. The system, therefore, is highly secure and reliable when all ten fingerprints are used as samples. The sample size is small which has an impact on storage costs. The market for fingerprint systems is mature and the technique is widely used. The system can choose different numbers of fingerprints to balance between the cost and security. However, the fingerprint system can be attacked by artificial fingerprints made of wax, for example, while any cuts, scars, or absence of users' fingers can lead to misidentification. The users have physical contact with the system. Dirt and twists can easily distort the system.
4.4.2 Hand Geometry Recognition System

Unlike the fingerprint, hand geometry consists of finger length, finger width, finger thickness, finger area, and palm width. These features are not stable until later life. Illness and weight affect these features. These features are not sensitive to the environment, such as dirt on the hand or any cuts or scars. The system can accept low-quality images because it does not focus on the details such as texture or ridges. Therefore, the cost of computation and storage is relatively low.

4.4.3 Palmprint Recognition System

The palmprint is a record of the palm region consisting of principal lines, epidermal ridges, and minutiae points. The palmprint is unique for individuals. As a subcategory of the hand-based recognition systems, the palmprint shares similar advantages and shortcomings with the fingerprint. However, the palmprint recognition cost is higher due to the larger size of data.

4.4.4 Palmvein/Fingervein Recognition Systems

The vein recognition system is a new biometric technology proposed in recent years [16]. The vein is unique to individual; however, it requires high-resolution images for vein pattern recognition. The cost is relatively high, while the performance is not satisfactory. The veins are highly stable, robust, and developed before birth, but the pattern can be easily affected by body temperature and heat.
**Fig 4: Hand Geometry Source:** [14]

**Fig 5: Palmprint Source:** [15]
4.5 Voice Recognition System

An individual’s voice is determined by their physical attributes such as vocal tracts, mouth, nasal cavities, and lips. Voice biometrics involve four primary steps. (1) Capturing voice and converting to a digital signal. (2) Converting the digital signal to a voiceprint with distinct sound characteristics. (3) Creating and storing a model as a template that uniquely identifies speakers. (4) Validating the voice with the template. It is an automated and non-contact process. If the speaker’s attribute matches with the template, the system will return as a match, or a no-match is given if no templates matching their attributes are found. [17][18]

There are two types of voice recognition techniques, Automatic Speaker Verification (ASV) and Automatic Speaker Identification (ASI). ASV is used in a two-factor authentication scenario, and ASI tries to determine the speaker's identity. Since most personal devices come with a microphone, it is economical. It is widely used in the banking sector for validating speakers remotely in a call. Voice might sometimes vary due to the individual’s medical condition, age, or circumstances.

Voice biometrics in developing countries has very high potential, due to the penetration of mobile phones (Feature phones as well as smart phones). The use of voice coupled with an interactive voice response system enables authentication and access services.

4.6 Gait Recognition System

By focusing on an individual’s body shape and the unique way that the body moves when walking or running, it is possible to identify a person over a long distance without direct contact. A gait is a person’s walking pattern, and gait recognition means authenticating a person by the way they walk. In surveillance applications, it is often difficult to get precise information about the iris or face due to a low video resolution. This shortcoming made gait analysis gain popularity in recent years. Several medical and psychological studies have shown that there are 24 different components to human gait [19,20], these components represent a gait “signature” that can be linked to a person’s identity.

Gait Recognition Systems (GRS) combine computer vision techniques and machine learning technologies to recognise a person’s gait using data collected from several sources (video camera, motion sensors, etc.). The collected data goes through several processes such as silhouette segmentation and contour detection to extract gait features that will be used for person identification. GRSs have several advantages to other biometric systems: First, gait features are hard to imitate because it relies on human silhouettes and activities. Second, gait recognition can be done from a distance without close human intervention and even the individual’s cooperation. Finally, they can work well on low quality videos/images and when face or iris features are hidden [21]. One major drawback, however, is the need for high-quality datasets which can only be constructed with special sensing panels and a high-resolution camera, collected in controlled environments, which makes scaling such solutions problematic.
4.7 Signature Recognition System

Signature Recognition is another form of behavioural biometrics that can be used to identify a person based on their handwriting. The system observes the trace of pen on paper and analyses its shape along with certain features and measurements to identify or verify the identity of the writer. Signature recognition can be done using two modes:

1. Static mode or “off-line” mode: The user first starts by writing their unique signature on paper, the paper is then scanned through an optical scanner or a camera to transform the image of the signature into bits. The system analyses the shape of the signature as well as 40 other characteristics including centre of gravity, edges, and curves for authentication.

2. Dynamic mode or “on-line” mode: Instead of signing on a paper, users write their signatures directly on a digitalising tablet which captures data in real-time. The main difference between this and an offline mode is that the system in this mode captures more accurate information such as x,y coordinates, pressure, time and pen velocity which provide a high level of accuracy for the signature verification.

Since these systems focus more on the behavioural pattern of signatures, they are quite resistant to impostors: It can be easy to forge an actual signature, but imitating these patterns is quite difficult. Another advantage is that these technologies are considered non-invasive and user-friendly. There is a high probability that they will be accepted by users as an authentication mechanism. The main drawback is that when the behavioural characteristics of signatories are mutually inconsistent with each other, signature recognition systems are subject to much higher error rates.

4.8 Deoxyribonucleic Acid Recognition System

Deoxyribonucleic acid (DNA) is presumably the most reliable biometric modality widely used in forensics and healthcare. DNA can be acquired from the body fluid, nail, hair, and it is unique for everyone, except for identical twins. A buccal swab is the most convenient and easy way to collect DNA from epithelial cells; it involves wiping a small cotton swab in an individual's cheek. Later the swab is dried and transferred to storage space. [22] DNA biometrics involve measuring short tandem repeat sequences (STRs) in the nuclear or mitochondrial DNA. Before the emergence of rapid DNA identification technology, it wasn't easy to get the length of the STRs in DNA. It took multiple types of equipment, specific labs to perform the task, and many days to get the result. Rapid DNA identification technology contains portable desktop equipment with a processing time of around 90 minutes.

DNA biometric systems are different from others in multiple ways, (1) They compare the actual sample instead of using templates or feature extraction. (2) DNA needs an actual physical sample unlike fingerprint, face, or voice. (3) DNA matching is not real-time. The contamination of the sample can impact the accuracy. DNA contains a lot of information about the individual, which can be used against the individual, which introduces high risk considerations for storing the samples and data securely. [23]
5 Characteristics for measuring the efficacy of Biometric Systems

Before deploying any biometric measurement into an identity system, an assessment needs to be made regarding the suitability of the biometric. To provide inclusivity, for example, it must be the case that every person has that biometric. This characteristic is usually termed universality in the analysis of biometrics. There are a number of characteristics that can be used to describe the suitability of metrics, including recommendations by the US National Institute of Standards and Technology (NIST), as well as proposals by academics [24–27]. In analysing these resources, the measures we deemed appropriate for assessing the biometric for use in identity systems in developing countries are:

- Universality: the biometric should be possessed by every person
- Uniqueness: the biometric should suitably distinguish any two individuals
- Permanence: the biometric should not be drastically affected by age or use
- Collectability: the biometric should be easily acquired through non-invasive means
- Acceptability: the biometric should be approved for widespread public use
- Performance: the biometric should be reliable in identifying individuals
- Circumvention: the biometric should not allow adversaries to easily bypass it
- Capacity: a large number of samples of the biometric should be able to be stored in the system
- Mobility: a biometric record should be able to be transferred to other places easily
- Interference: the biometric should not be affected by the presence of physical or electromagnetic impediments
- Invasiveness: collecting the biometric should not introduce user discomfort
- Cost: the cost of developing the system (including recording, storing and verifying) and utilising the biometric should not be prohibitive
- Speed: the biometric should verify or identify an individual in a suitable timeframe
- Stability: the system should perform equally well under different environments
- Popularity: the biometric should have a mature market including the manufacturer of hardware and the service provider of software

6 Biometric Systems in Developing Countries

6.1 Overview

It takes centuries to develop and mature an identity system in developed countries [28]. In developing countries, the traditional identity system is often not as sophisticated as in developed countries. Many developing countries, for example, lack official documentation of birth. [29]. Without an official birth certificate, citizens can be treated as if they do not exist: They suffer from a lack of access to public services, an inability to open a bank account or travel, and other disadvantages. Recently, many developing countries have embraced biometric-based identity systems to address this, alongside other governance, and development policies.
As a result, unlike in the most developed economies, the biometrics market did not originate from law enforcement or border control, but from the broader requirements of service delivery, which has had an impact on the pace of implementation and characteristics of the biometric systems themselves. The Africa and Middle East biometrics market is forecast to grow at an annual rate of 21%, with the global biometrics industry set to reach US $82 billion dollars by 2027 [30]. Fingerprint and face recognition are the two most popular methods. A sufficient biometric system benefits not only the development but also the broader investment being made in identity schemes [31]. “A number of biometric registration laws are too complicated and not adapted to the modern world. In some cases, people have to produce physical documents as opposed to electronic versions,” says Dr Joseph Atick, the executive chairman of Identity for All in Africa (ID4Africa), an NGO that works with African countries to establish identity ecosystems. Aadhaar, India’s ambitious Universal ID programme is the largest biometric identification program in the world. The Unique Identification Authority of India (UIDAI), which collects iris scans of both eyes, ten fingerprints, and a digital face image from each enrollee, covers more than 1 billion people and has a target of 1.4 billion as of 2021 [34]. The programme is used as an example for creating a national biometric systems in developing countries. While fingerprints are easier and cheaper to be deployed around the country, the two iris scans facilitate better inclusivity while ensuring better security of the authentication process. Many people, especially the elderly and manual labourers, have worn fingerprints and or damaged eyes. The two methods combined together ensure accessibility for these individuals. Aadhaar protects individual privacy by only returning a verification result of ‘yes’ or ‘no’ to a query, rather than the underlying detail, while the standard for accountability, scalability, and technical compliance are transparent. Further, the cost goes down with competition among different service providers. It’s cardless design also makes it convenient for application to other purposes, for example, personal banking, in place since 2019. Explainable jurisdiction, therefore, is important for the programme.

Fig 6: Survey of the Use of Biometrics Technology for Development, Low-Middle Income Countries (2012) Source: [33]
Table 1 provides an evaluation of the applicability of different biometric modalities in identity systems for developing countries. It can be seen that facial recognition systems are suitable for fast, low-cost, low-security environments. However, face recognition performance is low, so it should not be relied upon in isolation as an authentication process. The facial recognition system should be used combined with human inspection or other biometric systems to ensure security at important places, for example. That being said, the facial recognition system is suitable for use in most developing countries, given the relative cost, collectability and acceptability the iris and retina recognition systems share similar traits. Their sensors are not friendly to users, however, and the cost of these systems is high. These two recognition systems are commonly used for high-security, high-cost environments such as bank vaults and confidentiality departments. These two eye-related systems should not be the first choice for developing countries.

<table>
<thead>
<tr>
<th>Traits</th>
<th>Biometric</th>
<th>Face</th>
<th>Iris</th>
<th>Retina</th>
<th>Fingerprint</th>
<th>Hand Geometry</th>
<th>Palmprint</th>
<th>Hand-vein</th>
<th>Voice</th>
<th>Gait</th>
<th>Signatur e</th>
<th>DNA</th>
</tr>
</thead>
<tbody>
<tr>
<td>Universality ↑</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>M</td>
<td>H</td>
<td>M</td>
<td>M</td>
<td>M</td>
<td>H</td>
<td>L</td>
<td>H</td>
<td></td>
</tr>
<tr>
<td>Uniqueness ↑</td>
<td>W</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>M</td>
<td>H</td>
<td>M</td>
<td>M</td>
<td>M</td>
<td>L</td>
<td>H</td>
<td></td>
</tr>
<tr>
<td>Permanence ↑</td>
<td>W</td>
<td>H</td>
<td>M</td>
<td>H</td>
<td>L</td>
<td>H</td>
<td>M</td>
<td>L</td>
<td>L</td>
<td>H</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Collectability ↑</td>
<td>H</td>
<td>H</td>
<td>M</td>
<td>H</td>
<td>M</td>
<td>M</td>
<td>M</td>
<td>M</td>
<td>H</td>
<td>H</td>
<td>L</td>
<td></td>
</tr>
<tr>
<td>Acceptability ↑</td>
<td>H</td>
<td>M</td>
<td>L</td>
<td>M</td>
<td>M</td>
<td>M</td>
<td>M</td>
<td>H</td>
<td>H</td>
<td>L</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Performance ↑</td>
<td>L</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>M</td>
<td>H</td>
<td>L</td>
<td>M</td>
<td>L</td>
<td>H</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Circumvention ↓</td>
<td>H</td>
<td>L</td>
<td>L</td>
<td>M</td>
<td>M</td>
<td>L</td>
<td>H</td>
<td>M</td>
<td>L</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Capacity ↓</td>
<td>H</td>
<td>L</td>
<td>L</td>
<td>L</td>
<td>L</td>
<td>L</td>
<td>L</td>
<td>M</td>
<td>H</td>
<td>M</td>
<td>H</td>
<td></td>
</tr>
<tr>
<td>Mobility ↑</td>
<td>W</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>M</td>
<td>M</td>
<td>M</td>
<td>M</td>
<td>L</td>
<td></td>
</tr>
<tr>
<td>Interference ↓</td>
<td>W</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>M</td>
<td>M</td>
<td>M</td>
<td>M</td>
<td>L</td>
<td></td>
</tr>
<tr>
<td>Invasiveness ↓</td>
<td>M</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>M</td>
<td>M</td>
<td>L</td>
<td>L</td>
<td>H</td>
<td></td>
</tr>
<tr>
<td>Cost ↓</td>
<td>W</td>
<td>H</td>
<td>H</td>
<td>L</td>
<td>H</td>
<td>H</td>
<td>L</td>
<td>M</td>
<td>M</td>
<td>H</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Speed ↑</td>
<td>W</td>
<td>M</td>
<td>M</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>H</td>
<td>M</td>
<td>L</td>
<td>H</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Stability ↑</td>
<td>L</td>
<td>H</td>
<td>M</td>
<td>L</td>
<td>M</td>
<td>M</td>
<td>L</td>
<td>L</td>
<td>L</td>
<td>H</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Popularity ↑</td>
<td>H</td>
<td>M</td>
<td>L</td>
<td>H</td>
<td>L</td>
<td>L</td>
<td>H</td>
<td>L</td>
<td>H</td>
<td>H</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

↑ = H > M > L, ↓ = L > M > H

Fingerprint is another popular recognition method to be considered as an appropriate choice for developing countries. The fingerprint is suitable for high-security and low-cost scenarios. The system is also friendly to users and economical for sample storage. They are subject to interference from dust or dirt to users’ fingers and should be combined with other modalities to ensure inclusivity in the case of missing or labour-worn fingerprints. It requires contact and has a requirement for hygiene. Compared to fingerprint biometrics, other hand-based recognition systems including hand geometry, palmprint and hand-vein, are not suitable for developing countries due to their high cost. Despite their higher cost, these methods did not outperform the fingerprint biometric system according to other items in the characteristic set. The voice biometric system is similar to the face biometric system. It is suitable for a low-cost and low-security environment. However, due to the low permanence of the voice, this system should be developed on portable devices such as smartphones or computers, which allow users to re-enrol their current voice biometric over time. The gait biometric system has similar traits to face biometric system. Unfortunately, the gait recognition market is not as mature as
the face recognition market. It is not as socially acceptable as face recognition, and the gait recognition requires the user to walk one gait cycle (1-1.3 seconds) [34] requiring more space and time. The signature biometric system is as popular as the face, the fingerprint and the voice ones. The issue of the signature system is the low-universality and low uniqueness which means it is easier to be attacked or to return incorrect decisions. DNA is very popular. DNA is suitable for high-security and high-cost environments. Due to the low collectability, acceptability, mobility, and speed, DNA can be ideal for the authentication process that makes a final decision to identify an individual. However, in developing countries financing laboratories to process the data may not be a feasible solution, because the price is high compared to other biometrics [37].

7 Summary

In this paper we have presented an overview of the major biometric modalities that can be utilised in identity systems at scale in developing countries. We have, through analysis of the extant literature, devised a feature and characteristic set which can be used to evaluate the suitability of these biometrics. Finally, we have analysed each of the biometrics and evaluated their suitability for deployment in developing countries.

This analysis was developed to inform technical choices in the development of trustworthy identity systems, that reflect the requirements for robustness and reliability alongside ethical considerations such as acceptability and other facets suitable for the purpose and context for which they are designed.
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